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Line of sight separation from the data center to the desk. NSA/NIAP certified SKVM in Zero Client enclosure.
All-In-One Multiple Security Level PCoIP Solution

ClientCube Secure

ClientCube Secure

              G0900437    Model ClientCube Secure

Monitor Connections
2 x DP/HDMI

Max Resolution
Client Dependent (4K60)

Weight
28 pounds fully configured

Dimensions
4.25” (H) x 12” (L) x 20” (W) 

Power
Power Input: AC 100-240 (C14)
Power Internal: AC + DC 12 V 

Environment 
Stationary office, home office installation, 0° to 35° 

Other Ports
3 x USB: Keyboard, Mouse and CAC Reader
1 x 3.5mm Speaker
Remote/Desktop Control Unit

The Secure KVM included with 
ClientCube Secure, features 
unidirectional data flow to prevent 
upstream USB intrusion; high retention 
USB connectors to eliminate 
unexpected cable disconnections; 
illuminated and color-coded port 
indicators.indicators.

KEY FEATURES

MARKET LEADING INNOVATIONS

TECHNICAL  SPECS
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COMPACT, ALL-IN-ONE MULTIPLE SECURITY LEVEL PCOIP

C ONFIGURATION FLEXIBILITY

INTEGRATED SECURE KVM 

Following in the tradition of purpose-built solutions for Federal and DoD 
customer, the ClearCube Secure endpoint consolidates up to 8 networks 
(tactical, secret, confidential and unclassified) into a smaill footprint evice at the 
desktop. ClientCube Secure enables users to access multiple computers and 
networks using a single keyboard, monitor and mouse while maintaining 
physical network separation to centralized computing resources. 

The integrated Secure KVM features true data path isolation for superior security 
and data protection for government agencies. A common preventive measure for 
thwarting attacks, KVM switching devies can securely connect peripheral 
devices - including audio equipment and large high-resolution displays- to switch 
quickly among multiple computers and networks with a single keyboard, monitor 
and mouse. The enclosed SKVM is fully compatible with legacy and new 
government systems and is listed and certified to the latest kvm testin standard 
(NIAP Protection Profile for PSS Ver 4.0 which exceeds EAL4 and PP PSS Ver. 
4.0) The KVM Switch is specially designed to prevent peripherals from leaking 
information and to remain tamper-free during delivery. ClientCube Secure helps 
agencies save time, money, and resources by future-proofing their workstation 
security investments.  

ClientCube Secure is factory integrated at 
ClearCube;s secured facility. ClientCube Secure 
includes two ClearCube Zero Client devices (with 
options for fiber networks, copper networks, internal 
CAC readers and more) that are KVM switched (with 
audio) to one or two high-resolution displays. Secure 
KVM Switch technology enables multiple classified 
and unclassified routes to terminate at a single set of 
peripherals at the operator’s desk while maintaining 
physical data separation in the datacenter. For 
security officers, ClientCube Secure provides 
line-of-sight isolation from the datacenter to the 
desktop. 

ClientCube Secure


